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automatic alarm systems must be pro-
vided with means, acceptable to the 
cognizant OCMI, to make sure set-
points remain within the safe oper-
ating range of the equipment. 

(b) Operating programs for micro-
processor-based or computer-based 
vital control, alarm, and monitoring 
systems must be stored in non-volatile 
memory and automatically operate on 
supply power resumption. 

(c) If a microprocessor-based or com-
puter-based system serves both vital 
and non-vital systems, hardware and 
software priorities must favor the vital 
systems. 

(d) At least one copy of all required 
manuals, records, and instructions for 
automatic or remote control or moni-
toring systems required to be aboard 
the vessel must not be stored in elec-
tronic or magnetic memory. 

[CGD 81–030, 53 FR 17838, May 18, 1988; 53 FR 
19090, May 26, 1988] 

§ 62.25–30 Environmental design 
standards. 

(a) All automation must be suitable 
for the marine environment and must 
be designed and constructed to operate 
indefinitely under the following condi-
tions: 

(1) Ship motion and vibration de-
scribed in section 41.37 of the American 
Bureau of Shipping’s ‘‘Rules for Build-
ing and Classing Steel Vessels.’’ 

NOTE: Inclination requirements for fire and 
flooding safety systems are described in 
§ 112.05–5(c) of this chapter. 

(2) Ambient air temperatures de-
scribed in section 41.29.1 and 41.29.2 of 
the American Bureau of Shipping’s 
‘‘Rules for Building and Classing Steel 
Vessels.’’ 

(3) Electrical voltage and frequency 
tolerances described in section 41.29.3 
of the American Bureau of Shipping’s 
‘‘Rules for Building and Classing Steel 
Vessels.’’ 

(4) Relative humidity of 0 to 95% 
at 45 °C. 

(5) Hydraulic and pneumatic pressure 
variations described in section 41.39.3e 
of the American Bureau of Shipping’s 
‘‘Rules for Building and Classing Steel 
Vessels.’’ 

NOTE: Considerations should include nor-
mal dynamic conditions that might exceed 

these values, such as switching, valve clo-
sure, power supply transfer, starting, and 
shutdown. 

(b) Low voltage electronics must be 
designed with due consideration for 
static discharge, electromagnetic in-
terference, voltage transients, fungal 
growth, and contact corrosion. 

Subpart 62.30—Reliability and 
Safety Criteria, All Automated 
Vital Systems 

§ 62.30–1 Failsafe. 

(a) The failsafe state must be evalu-
ated for each subsystem, system, or 
vessel to determine the least critical 
consequence. 

(b) All automatic control, remote 
control, safety control, and alarm sys-
tems must be failsafe. 

§ 62.30–5 Independence. 

(a) Single non-concurrent failures in 
control, alarm, or instrumentation sys-
tems, and their logical consequences, 
must not prevent sustained or restored 
operation of any vital system or sys-
tems. 

(b)(1) Except as provided in para-
graphs (b)(2) and (b)(3) of this section, 
primary control, alternate control, 
safety control, and alarm and instru-
mentation systems for any vital sys-
tem must be independent of each other. 

(2) Independent sensors are not re-
quired except that sensors for primary 
speed, pitch, or direction of rotation 
control in closed loop propulsion con-
trol systems must be independent and 
physically separate from required safe-
ty control, alarm, or instrumentation 
sensors. 

(3) The safety trip control of § 62.35– 
5(b)(2) must be independent and phys-
ically separate from all other systems. 

(c) Two independent sources of power 
must be provided for all primary con-
trol, safety control, instrumentation 
and alarm systems. Failure of the nor-
mal source of power must actuate an 
alarm in the machinery spaces. One 
source must be from the emergency 
power source (see part 112 of this chap-
ter, Emergency Lighting and Power 
Systems) unless one of the sources is— 
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